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it from unauthorized disclosure. 

Handling, storage, reproduction, and disposition of the attached document(s) must 
be in accordance with 32 CFR Part 2002 and applicable agency policy.

Access to and dissemination of Controlled Unclassified Information shall be 
allowed as necessary and permissible to any individual(s), organization(s), or 

grouping(s) of users, provided such access or dissemination is consistent with or in 
furtherance of a Lawful Government Purpose and in a manner consistent with 

applicable law, regulations, and Government-wide policies.
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Portions of this document have been designated as Controlled Unclassified Information (CUI) or Personally Identifiable Information (PII) by the US Navy.  The US Navy has redacted the identified portions, and has not approved release of the portions redacted for CUI concerns because of the following reasons:

Critical Technology. To protect information and technical data that may be observed by adversary intelligence systems and determining what indicators hostile intelligence systems may obtain that could be interpreted or pieced together to derive critical information in time to be useful to adversaries.

Vulnerability Information. To protect information and technical data that provides insight into vulnerabilities of U.S. critical infrastructure, including warfighting infrastructure, vital to National Security that are otherwise not publicly available.



